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1.2

1.3

This section identifies the scope, purpose, and organization of this Interface Control
Document (ICD) and identifies the subsystem responsibility list.

Scope and Purpose

This ICD provides the design characteristics of the interface between the Traffic
Flow Management System (TFMS) and the various Collaborative Decision Making
(CDM) clients via the Airline Operation Center Network (AOCNET).

This ICD satisfies the interface design requirements contained in the Traffic Flow
Management System Interface Requirements Specification (IRS) for Traffic Flow
Management Modernization (TFM-M), Release 7, Revision 5 July 28, 2011. The
IRS is a companion document to the System/Subsystem Specification (SSS) for the
Traffic Flow Management-Modernization (TFM-M) Program, Release WSD/CCSD
Replacement, Revision 8.3, May 19, 2012. This ICD was prepared under guidance
from FAA-STD-025e, dated August 9, 2002 and the TFMM-ENGR-05(E05), Traffic
Flow Management Modernization (TFM-M), Data Item Description (DID) for ICDs.

The purpose of this ICD is to specify:

e Interface connectivity between TFMS and CDM clients via the AOCNET

e Format of CDM data transmitted between CDM clients and TFMS via the
AOCNET

Subsystem Responsibility List

The following list provides the TFMS external system interface and identifies the
responsible Federal Aviation Administration (FAA) organizations:

e TFMS -FAA-ATO-R
e AOCNET - FAA-ATO-R

Document Organization
This ICD is organized in six sections and two appendices:

Section 1, Scope, describes the purpose and scope of this ICD.

Section 2, Applicable Documents, provides a listing of referenced government and
non-government documents, and document sources researched and used by this ICD.

Section 3, Interface Characteristics, identifies and describes the general
characteristics, functional design, and physical design characteristics for this ICD.
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Section 4, Verification Provisions, contains verification provisions for this ICD.

Section 5, Preparation for Delivery, contains any specific preparations required by
this ICD.

Section 6, Notes, provides a list of definitions, abbreviations, and acronyms used in
this ICD.

Appendix A, Error Codes and Messages, provides a list of the error codes and
messages generated by the TFMS when one or more errors are detected in a message
received from an AOCNET client.

Appendix B, ADL & FSM Broadcast File Format Specifications, provides
detailed descriptions of the ADL and FSM Broadcast files.

Appendix C, CDM Message Protocol, details the application, connectivity and the
protocols used by TFMS to exchange messages via the CDM participant (AOCNET,
FSM, and ARINC) client interface.

Appendix D, Interface Control Document for CTOP, provides a detailed
description of all CTOP messages and their data formats.
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Applicable Documents

2 Applicable Documents
The following documents form part of this ICD to the extent specified herein.
2.1 Government Documents

FAA Standards:
FAA-STD-025e

FAA-STD-039b
FAA-STD-043b

FAA-STD-045

FAA Orders:
FAA Order 1830.2

FAA Order 1370.82A

Preparation of Interface Documentation,
August 9, 2002

Open Systems Architecture and Protocols, May 1, 1996
Open System Interconnect Priority, 1996

OSI Security Architecture, Protocol and Mechanisms,
1994

Telecommunication Standards, Selection and
Implementation Policy, August 1987

Information Systems Security Program, September 11,
2006

National Airspace System (NAS) Documents:

NAS-1R-24032410

NAS-IR-241400001

NAS-MD-311

Enhanced Traffic Management System (ETMS)
Interface Requirements Document (IRD) for Traffic
Flow Management Infrastructure (TFMI), Revision A,
September 16, 2005

Traffic Flow Management System (TFMS) Interface
Requirements Document (IRD) for Traffic Flow
Management Modernization (TFM-M) Version 1.0,
August 14, 2006

National Airspace System En Route Configuration
Management Document, Computer Program Functional
Specifications: Message Entry and Checking,
ModelA5f1.5, October 4, 2004

Request For Comments (RFC) Documents:

RFC 791
RFC 793
RFC 2616
RFC 3076

Internet Protocol, Sep 1981
Transmission Control Protocol, Sep 1983
Hypertext Transfer Protocol -- HTTP/1.1, June 1999

Canonical XML Version 1.0, Mar 2001

2-1
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Applicable Documents

Other Government Documents:

CDM Memorandum

CDM Memorandum

CSC/TFMM-04/0025

CSC/TFMM-11/1431

CSC/TFMM-05/0121

CSC/TFMM-10/1077

CSC/TFMM-10/1077

CSC/TFMM-11/1397

CSC/TFMM-08/0473

CSC/TFMM-08/0473

CSC/TFMM-07/0286

CSC/TFMM-08/0473

CDM Message Formats Version 2.3, February 22, 2006

Protocol for Submission of Early Intent Messages to
ETMS, Version 1.3, November 3, 2003

System/Subsystem Specification (SSS) for the Traffic

Flow Management—Modernization (TFM-M) Program,
Release WSD/CCSD Replacement, Revision 8.3, May
19, 2012

Final System Security Plan (SSP) — Fiscal Year (FY)
2012 for Traffic Flow Management—Modernization
(TFM-M), January 25, 2012

Interface Requirements Specification (IRS) for the
Traffic Flow Management — Modernization (TFM-M)
Release 7, Revision 5, July 28, 2011

Advisories and General Messages Specification,
Version 1.3, November 16, 2012

TFMS ICD for Substitutions during GDPs, GSs and
AFPs, Version 3.3, January 10, 2011

Traffic Flow Management System-to-Weather Services
International (TFMS-to-WSI) Interface Control
Document (ICD), Release 7, Final, November 11, 2011

Traffic Flow Management System-to-Aircraft Situation
Display to Industry (TFMS-to-ASDI) Interface Control
Document (ICD), Release 3, Final, Revision 1, March
15, 2010

Traffic Flow Management System-to-Runway Visual
Range Data Feed (TFMS-to-RVRDF) Interface Control
Document (ICD), Release 3, Final, August 24, 2009

Traffic Flow Management System-to-Surface
Movement Advisor (TFMS-to-SMA) Interface Control
Document (ICD), Final, May 13, 2008

Traffic Flow Management System-to-Traffic Flow
Management Data to Industry (TFMS-to-TFMDI)
Interface Control Document (ICD), Release 3, Final,
August 24, 2009
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2.2

2.3

231

2.3.2

FCM-H1-2005 Federal Meteorological Handbook No 1: Surface
Weather Observations and Reports, September 1, 2005

Metron Aviation ICD FSM / Autosend Server Communications Interface,
Version 1.2, June 28, 2005

TFMM-ENGR-05(EOQ5) Traffic Flow Management Modernization (TFM-M),
Data Item Description (DID), undated

WMO Publication No.306 The WMO Manual on Codes: WMO Publication No.
306, Volume I, Part B: 1998 Edition

WSOM Weather Service Operations Manual (WSOM),
Chapter D-31, Aviation Terminal Forecasts, June 6,
1997

Non-Government Documents

International Organization for Standardization (ISO):

ISO/IEC 15445:2000(E) Information Technology — Document Description and
Processing Languages — HyperText Markup Language
(HTML), Corrected version 2003-04-23.

ISO/IEC 7498-1 Information Processing Systems — Open Systems
Interconnect — Basic Reference Model, 1993

Institute of Electrical and Electronics Engineers (IEEE):

IEEE 802.3 IEEE Standard for Information Technology —
Telecommunications and Information Exchange
Between Systems, 2000

American National Standards Institute (ANSI):
ANSI X3.4 American National Standard Code for Information
Interchange (ASCII), REV. 1992

Document Sources

This subsection provides sources for FAA and International Organization for
Standardization (1SO) documents.

Source of FAA Documents

Copies of FAA specifications, standards, and publications may be obtained from the
Contracting Officer, Federal Aviation Administration, 800 Independence Avenue
S.W., Washington, DC, 20591. Requests should clearly identify the desired material
by number and date and state the intended use of the material.

Request for Comment (RFC) Documents
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RFC documents are available from the reference area electronically at the following
Web address:
http://www.fags.org/rfcs/

2.3.3 ISO, IEEE, and ANSI Documents

Copies of ISO, IEEE, and ANSI standards may be obtained from the American
National Standards Institute, 11 West 42nd Street, New York, NY, 10036.

24
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3 Interface Characteristics

This section provides the general, functional, and physical interface characteristics
for the TFMS interface with AOCNET.

3.1 General Characteristics

The TFMS-to-AOCNET interface provides a means for communication of required
data between TFMS and Collaborative Decision Making (CDM) Participants,
including NAS users.

A NAS user is an airline, air carrier, air freight, military, or general aviation/business

aviation operator. A CDM Participant is a NAS user who has been authorized by the

FAA to participate in Collaborative Decision Making. A CDM Participant must have

connectivity to TFMS. This is done through one of the two ways shown below:

1. Airline Operations Center Network Wide Area Network (AOCNET WAN)
(maintained by ARINC (Aeronautical Radio Inc.)), or

2. An Internet Protocol (IP) network communications service using a Virtual Private
Network (VPN) over the INTERNET via the FTI NAS Enterprise Security

Gateway (NESG)

The TFMS-to-AOCNET interface provides a means for communication of the
following specific types of data / messages between TFMS and CDM Participants:

o Collaborative Decision Making (CDM) data; including, CTOP generated
controlled departures times (EDCTS)

e CTOP Messages

« Aircraft Situation Display to Industry (ASDI) data®

« Runway Visual Range Data Feed (RVRDF) data?

« Traffic Flow Management Data to Industry (TFMDI) data®
« Surface Movement Advisor (SMA) data*

! CDM Participants can receive ASDI data using the physical AOCNET connectivity, but this data transfer makes
use of ASDI Clients and interface protocols specific to ASDI. Refer to the ASDI ICD for complete details.

2 CDM Participants can receive RVRDF data using the physical AOCNET connectivity, but this data transfer makes
use of RVRDF Clients and interface protocols specific to RVRDF. Refer to the RVRDF ICD for full details.

® CDM Participants can receive TFMDI data using the physical AOCNET connectivity, but this data transfer makes
use of TFMDI Clients and interface protocols specific to TFMDI. Refer to the TFMDI ICD for full details.

* CDM Participants can receive SMA data using the physical AOCNET connectivity, but this data transfer makes
use of SMA Clients and interface protocols specific to SMA. Technically, the SMA server is outside the TFMS
boundary. CDM participants are interfacing the SMA server directly, and not interfacing a TFMS component. Refer
to the SMA ICD for full details.
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Figure 3-1, TFMS to AOCNET Interface Block Diagram, illustrates the TFMS to
AOCNET interfaces and the demarcation point. The TFMS-TO-AOCNET interface
is application-to-application. The top part of the diagram illustrates the connectivity
using the Virtual Private Network (VPN) over INTERNET service via the National
Airspace System (NAS) Enterprise Security Gateway (NESG). The bottom half
illustrates the AOCNET WAN connection. Note — the demarcation point is
illustrated in the Figure by a black dot.

TFMS-to-AOCNet Interface Block Diagram
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Figure 3-1. TFMS-to-AOCNET Interface Block Diagram

The point of demarcation between TFMS and AOCNET in either case is at the TPC
switch. Refer to Section 3.3 for details on the physical structure of the TFMS-to-
AOCNET interface.

3.2 Functional Design Characteristics

This subsection describes the functional design characteristics of the TFMS and
AOCNET (AOCNET WAN and VPN/INTERNET via FTI NESG) interface,
including the services provided by the interface, data formats, error handling,
protocols, and security.

3.21 Application Processes (APS)
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3.21.1

3.2.1.2

This subsection identifies each application process and the applicable services,
including performance characteristics (information units, quality of service, error
handling, and responses).

Identification of Application Processes

The TFMS uses an AP called the External Portal Message Interface Server within the
External Portal Subsystem to transfer data to and from AOCNET.

Each AOCNET Client provides its own connectivity APs, simply designated as
AOCNET Client AP in this ICD.

Category of Services Required by the AP

CDM Participants use AOCNET or VPN/INTERNET via NESG to provide secure,
reliable high speed communications with TFMS.

As stated in the previous section, the TFMS-to-AOCNET interface provides for the
exchange of the following types of application data and messages:

« CDM - Detailed in this ICD

e« ASDI- Detailed in CSC/TFMM-08/0473, Traffic Flow Management System-
to-Aircraft Situation Display to Industry (TFMS-to-ASDI) Interface
Control Document (ICD)

e RVRDF - Detailed in CSC/TFMM-08/0473, Traffic Flow Management System-
to-Runway Visual Range Data Feed (TFMS-to-RVRDF) Interface
Control Document (ICD),

e TFMDI — Detailed in CSC/TFMM-08/0473, Traffic Flow Management System-
to-Traffic Flow Management Data to Industry (TFMS-to-TFMDI)
Interface Control Document (ICD)

e SMA -  Detailed in CSC/TFMM-07/0286, Traffic Flow Management System-
to-Surface Movement Advisor (TFMS-to-SMA) Interface Control
Document (ICD)

Note: Although the TFMS-to-AOCNET interface supports the five types of data
listed above, this ICD addresses only the transfer of CDM data since the protocols
involved in the exchange of CDM data on this interface are unique to the TFMS-to-
AOCNET interface.

Loss of the TFMS-to-AOCNET interface will impair full system operation, but will
not degrade TFMS operations to the point of inoperability.
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In support of CDM data exchange, CDM Participants utilize application sessions
between processes at the various sites and the TFMS TPC, which are provided
through dedicated TCP/IP sockets. There is a unique socket connection established
for each session. In each session, the application running at the user site is
considered the client and the application running at the TFMS is considered the
server. For the remainder of this ICD, CDM Participants communicating with the
TFMS either using the AOCNET WAN or the VPN/INTERNET will be referred to
as AOCNET clients.

The establishment and management of the sessions outlined above can be
summarized as follows (Refer to Section 3.2.2.1 for full details of sessions):

1. A client process opens a socket connection to a server process using a
designated IP address. This starts a session.

2. Data is exchanged between the client and server indefinitely.
3. Either the client or server terminates the session and closes the connection.

In support of CDM data exchange, four types of sessions are provided (with the
available data per session bulleted underneath):

1. Aggregate Demand List (ADL) Sessions
a. Aggregate Demand List (ADL) files
b. Ground Delay Program (GDP/AFP/GS/COMP/BLKT) parameters

c. Weather Observations (METAR) and Terminal Aerodrome Forecasts
(TAF)

d. Flight Status Monitor (FSM) Broadcast messages
2. Flight Data (FD) Sessions

a. Flight Create (FC) messages

b. Flight Modify (FM) messages

c. Flight Cancel (FX) messages

d. Early Intent (EI) messages
3. Simplified Substitution (SS) Sessions

a. Flight Modify (FM) messages

b. Flight Cancel (FX) messages

c. Slot Credit Substitution (SCS) messages
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d. Slot Create (SC) messages
e. Hold All Slots messages
f. Release All Slots messages
g. Report Requests/Replies and Bridging messages
h. Unsolicited messages (includes Slot List)
4. CTOP Session

a. CTOP FCA messages

b. CTOP Trajectory messages

c. CTOP TMI messages

d. CTOP Substitution messages

For ADL sessions, once the client has opened a socket connection, the client must
send an initial connect message identifying itself; the server uses this information to
validate the connection. Additional messages are used to notify client/server of a
shutdown.

For Flight Data sessions, the session can be opened and closed simply by opening
and closing the socket connection. The client just opens a socket and begins sending
messages (i.e., a connection message is not required, but can optionally be utilized).
Each message contains client information that is used by the server to validate the
connection.

For Simplified Substitution sessions, the session can be opened and closed simply by
opening and closing the socket connection. The client just opens a socket and begins
sending messages (i.e., a connection message is not required, but can optionally be
utilized). With Simplified Subs, the first application message may be from the server
to the client. If the client is not intending to send the first application message, then
by convention once the client has opened a socket connection, the client must send
an initial connect message identifying itself; the server uses this information to
validate the connection. The same connect message used for ADL sessions is used
for this purpose, with the exception that the connect message identifies the session as
a Simplified Subs session rather than an ADL session.

The client can optionally receive messages in a SS session that provide EDCTs that
have been assigned to their flights by CTOP TMIs. The SS session CTOP EDCT
data is not intended to provide the full set of CTOP assignment data that is available
in a CTOP session.
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CTOP sessions are described in detail in Section 3.2 of the CTOP ICD provided
under Appendix D.

For each type of session, the session could range from a single message sent and
reply returned or months of continuous data exchange.

3.2.1.2.1 Application Services

3.2.1.3

Table 3-1 summarizes the CDM application messages that are exchanged on the
TFMS-to-AOCNET interface. In support of CDM sessions, the TFMS-to-AOCNET
interface utilizes Session Protocol messages to manage the sessions as well as to
provide for specific application message transfer. These protocol messages are listed
in Table 3-XLVIII and are detailed in Appendix C, CDM Message Protocol. The
application messages are detailed in Sections 3.2.1.3.2.1 through 3.2.1.3.2.22.

Information Units

This subsection describes the formats of the CDM data transferred between
AOCNET clients and TFMS.

3.2.1.3.1 Information Code

All CDM interface messages are encoded in American Standard Code for
Information Interchange (ASCII) alphanumeric data format in accordance with ANSI
X3.4, American National Standard Code for Information Interchange (ASCII), REV.
1992, and are described in Section 3.2.1.3.2, and the appropriate subsections.

3.2.1.3.2 Information Structure

The following subsections provide the detailed record layout of the CDM application
messages supported by the AOCNET interface. Table 3-1, CDM Application
Message Summary, summarizes the CDM application messages supported by the
AOCNET interface, including the subsection reference, what type of session they
occur in, and mnemonic.

Table 3-1. CDM Application Message Summary

Product Session ICD
Product Name Mnemonic Type Subsection
Aggregate Demand List ADL ADL 321321
FSM Broadcast Request -- ADL 321322
FSM Broadcast Reply -- ADL 321323
FSM Broadcast Message FBCM ADL 321324
Meteorological Aviation Reports METAR ADL 3.2.13.25
Terminal Aerodrome Forecasts TAF ADL 3.2.1.3.2.6
Flight Create Messages FC Flight Data 3213271
Flight Modify Messages FM Flight Data 3213272
Simplified Subs
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Product Session ICD
Product Name Mnemonic Type Subsection
Flight Cancel Messages FX Flight Data 3213273
Simplified Subs
Flight Data Message Responses N/A Flight Data 3213274
Early Intent Messages El Flight Data 3.2.1.3.2.8
Slot Credit Substitution Messages SCS Simplified Subs 3.2.1.3.2.10
Slot Create Message SC Simplified Subs 3213211
Hold All Slots Message HOLD ALL | Simplified Subs 3213212
SLOTS
Release All Slots Message RELEASE | Simplified Subs 3213213
ALL SLOTS
Substitution Message Responses N/A Simplified Subs 3213214
Report Requests N/A Simplified Subs 3213215
Estimated Departure Clearance Time List EDCT LIST | Simplified Subs 3.2.1.3.2.16
Estimated Departure Clearance Substitution EDCT SUB | Simplified Subs 3213217
Status SHOW
Estimated Departure Clearance Time Slot List | EDCT SLIST | Simplified Subs 3213218
Estimated Departure Clearance Time EDCT Simplified Subs 3213219
Unassigned Slots UNASSIGNE
D SLOTS
Bridging On Message EDCT Simplified Subs 3.2.1.3.2.20
BRIDGING
ON
Bridging Off Message EDCT Simplified Subs 3213221
BRIDGING
OFF
Slot List Message N/A Simplified Subs | 3.2.1.3.2.22.1
Substitution Status Message™ N/A Simplified Subs | 3.2.1.3.2.22.2
GDP Termination Message* N/A Simplified Subs | 3.2.1.3.2.22.3
EDCT Update Message* N/A Simplified Subs | 3.2.1.3.2.22.4
Delay Assignment (DAS) Delay Message* DAS Simplified Subs | 3.2.1.3.2.22.5
General Aviation Airport Programs Slot GAAP Simplified Subs | 3.2.1.3.2.22.6
Assignment Message*
SCS Bridging Update Message* N/A Simplified Subs | 3.2.1.3.2.22.7
UDP Bridging Update Message* N/A Simplified Subs | 3.2.1.3.2.22.8
ECR Update Message* N/A Simplified Subs | 3.2.1.3.2.22.9
SCS Status Message* N/A Simplified Subs | 3.2.1.3.2.22.10
Drop-out Flight Message* N/A Simplified Subs | 3.2.1.3.2.22.11
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Product Session ICD
Product Name Mnemonic Type Subsection

Recontrol Message* N/A Simplified Subs | 3.2.1.3.2.22.12

Substitution Message* N/A Simplified Subs | 3.2.1.3.2.22.13

Hold/Release All Slots Message* N/A Simplified Subs | 3.2.1.3.2.22.14

Timeout Cancelled Flights Message* N/A Simplified Subs | 3.2.1.3.2.22.15

Reinstated Flight Message* N/A Simplified Subs | 3.2.1.3.2.22.16

Flight ID Change Message* N/A Simplified Subs | 3.2.1.3.2.22.17

Diversion Cancel/Diversion Recoveries N/A Simplified Subs | 3.2.1.3.2.22.18

Message*

Adaptive Compression Update Message* N/A Simplified Subs | 3.2.1.3.2.22.19

Scope Reduction Message* N/A Simplified Subs | 3.2.1.3.2.22.20

EDCT Adaptive Compression On Message* N/A Simplified Subs | 3.2.1.3.2.22.21

EDCT Adaptive Compression Off Message* N/A Simplified Subs | 3.2.1.3.2.22.22

CTOP FCA* N/A CTOP Appendix D.4.2,
Appendix
D.5.3.2

CTOP FCA List Request N/A CTOP Appendix D.4.2,
Appendix
D.5.3.2

CTOP FCA List Reply N/A CTOP Appendix D.4.2,
Appendix
D.5.3.2

CTOP FCA Re-Synch Request N/A CTOP Appendix D.4.2,
Appendix
D.5.3.2

CTOP FCA Re-Synch Reply N/A CTOP Appendix D.4.2,
Appendix
D.5.3.2

CTOP FCA Flight List Request N/A CTOP Appendix D.4.2,
Appendix
D.5.3.2

CTOP FCA Flight List Reply N/A CTOP Appendix D.4.2,
Appendix
D.5.3.2

CTOP FCA Request Error N/A CTOP Appendix D.4.2,
Appendix
D.5.3.2

CTOP FCA Delete* N/A cToP Appendix D.4.2,
Appendix
D.5.3.2
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Product Session ICD
Product Name Mnemonic Type Subsection

CTOP TOS Message N/A CTOP Appendix D.4.3,

Appendix

D.5.3.3

CTOP TOS Reply N/A CTOP Appendix D.4.3,

Appendix

D.5.3.3

CTOP TOS Error N/A CTOP Appendix D.4.3,

Appendix

D.5.3.3

CTOP TOS Re-Synch Request N/A CTOP Appendix D.4.3,

Appendix

D.5.3.3

CTOP TOS Re-Synch Reply N/A CTOP Appendix D.4.3,

Appendix

D.5.3.3

CTOP TOS Re-Synch Error N/A CTOP Appendix D.4.3,

Appendix

D.5.3.3

CTOP TMI* N/A CTOP Appendix D.4.4,

Appendix

D.5.34

CTOP Trajectory Assignment* N/A CTOP Appendix D.4.4,

Appendix

D.5.34

CTOP Pop-up* N/A CTOP Appendix D.4.4,

Appendix

D.5.34

CTOP Drop-out* N/A CTOP Appendix D.4.4,

Appendix

D.5.34

CTOP List Request N/A CTOP Appendix D.4.4,

Appendix

D.5.34

CTOP List Reply N/A CTOP Appendix D.4.4,

Appendix

D.5.34

CTOP Re-Synch Request N/A CTOP Appendix D.4.4,

Appendix

D.5.34
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Product Name

Product
Mnemonic

Session
Type

ICD
Subsection

CTOP Re-Synch Reply

N/A

CTOP

Appendix D.4.4,

Appendix
D.5.34

CTOP Re-Synch Error

N/A

CTOP

Appendix D.4.4,

Appendix
D.5.34

CTOP Trajectory Assignment Re-Synch
Request

N/A

CTOP

Appendix D.4.4,
Appendix
D.5.3.4

CTOP Trajectory Assignment Re-Synch
Reply

N/A

CTOP

Appendix D.4.4,
Appendix
D.534

CTOP Trajectory Assignment Re-Synch Error

N/A

CTOP

Appendix D.4.4,

Appendix
D.5.3.4

CTOP Cancel™*

N/A

CTOP

Appendix D.4.4,

Appendix
D534

CTOP Flight Plan Amendment*

N/A

CTOP

Appendix D.4.4,

Appendix
D.5.3.4

CTOP Suspend*

N/A

CTOP

Appendix D.4.4,

Appendix
D.5.34

CTOP Resume*

N/A

CTOP

Appendix D.4.4,
Appendix
D.534

CTOP Substitution Message

N/A

CTOP

Appendix D.4.5,
Appendix
D.5.35

CTOP Substitution Reply

N/A

CTOP

Appendix D.4.5,

Appendix
D.5.35

CTOP Substitution Error

N/A

CTOP

Appendix D.4.5,

Appendix
D.5.35

* Note: These messages are sent as unsolicited messages.

The following syntax rules are used for field specifiers in the standard ASCII Tables
following the following subsections. Below these rules are the conventions for XML

entries.
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L — represents one upper-case letter in ASCII
d — represents one numeric digits in ASCII

a — represents one alphanumeric (either number or upper-case letter) in
ASCII

[1— means the characters enclosed are optional. Any characters not within
brackets are required. For example, Ldd [aa] would indicate an upper-case
letter, followed by two digits, and then zero, one, or two optional
alphanumeric characters.

BOLD indicates a static entry.
ITALIC entries are optional to the message

All times, unless specified will be in DayDayhourhourminuteminute
(DDhhmm) format

The files contain only printable ASCII characters.
The file format follows standard XML structural conventions.
In XML terminology, the files are guaranteed to be:

Valid — The XML file content matches the proper schema and
documentation.

Well-Formed — This indicates every opening tag (i.e., - <TAG>) has a
corresponding closing tag (i.e., - </TAG>), opening and closing tag pairs
are correctly matched and nested, and consistent capitalization is used.
Note - The first line of every file is the standard "<?XML ...>" entry,
identifying the XML version number. This is the only tag which has no
corresponding close tag.

o Simple - Only a simple subset of XML is used. All data is between

matching start and end tags:

<TAG>data</TAG>
The files do not contain data in any other XML form. For example,
composite tags (e.g., <TAG="data”/>) and attributes are never used.

Note - New-line characters between matching start and end tags are part of
the element's data.
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o Structured — The XML file consists of data element (or simply an
element), consisting of a pair of matching start and end tags, together with
the data between them. Elements can contain other elements, and are
referred to as a container. The container element is considered to be the
‘parent’ to the elements contained within, or ‘child’. Example:

<CTR_ROUTE>
<CTR_SEG>...</CTR_SEG>
</CTR_ROUTE>

Characters that are not between matching start and end tags are ignored, .
They are used occasionally for comments or enhancements of clarity.
Example:

<TAGl>
<TAG2>This is data </TAG2>
This is a comment.
<TAG2>This is data</TAG2>
</TAG1>

Data elements can be in any order within their container element's tag pair
(if element is a child of a parent element) or within the file (if an element
is not acting as a container).

Message Packet Conventions

Generally, the first line in a message packet is the packet header consisting of
packet type (FD, El, or SS) followed by a unique packet identifier separated
by one or more spaces, optionally followed by a return address and/or the
“NOACK” keyword (for no acknowledgement).

Application messages are characterized by the session type used to exchange
the message. Messages exchanged via a Flight Data session are considered
Flight Data messages and messages exchanged uniquely via Simplified
Substitutions sessions are considered Simplified Subs messages. For Flight
Data messages and Substitution messages, the interface uses message packets
to exchange application messages. Message packets include a packet header
and a packet body. Not all CDM application messages that are sent in a
Simplified Substitution (SS) session are sent in an SS packet. The following
application messages are exchanged via a Simplified Substitution session
without the use of an SS packet:

Slot Lists
Report Requests
Estimated Departure Clearance Time List

Estimated Departure Clearance Substitution Status
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e Estimated Departure Clearance Time Slot List

e Estimated Departure Clearance Time Unassigned Slots
e Bridging On

e Bridging Off

With the exception of Slot Lists, these application messages are considered
Requests/Replies and only a single application message is allowed in the data buffer
field when sending either the request or the corresponding reply. Slot Lists are also
sent without the usage of an SS packet and are sent to the AOCNET addressee with a
single Slot List contained in the Data Buffer field of the Protocol message.

The message packets have the following additional characteristics:

1. The first line in the message packet is the packet header, consisting of packet
type followed by a unique packet identifier separated by one or more spaces,
optionally followed by a return address and/or the “no acknowledgment”
keyword.

The packet types are as follows:
o FD - Flight Data packet (used only in an Flight Data session)
e El - Early Intent packet (used only in an Flight Data session)

e SS - Simplified Substitution packet (used only in an Simplified Sub
session)

The packet ID consists of:
o 3-letter user code
« 10-digit transmission date/time (month, day, hour, minute, second)

« 2 digits for uniqueness (i.e., the extra two digits differentiate when
multiple messages are generated in the same second)

making the format for the packet ID: LLLdddddddddd.dd. Some examples of a
packet header with no optional parameters are:

FD SWA0206122217.01
sSs ABC0626021029.01

The return address may be any valid ARINC address (i.e., 7 characters). If a
return address is included, it must be the first field following the packet ID. If no
return address is specified, the reply is sent to the sending AOCNET address.
Some examples of a packet header with a return address are:

FD SWA0206122217.01 ABCDEFG
SS SWA0206122217.01 ABCDEFG
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The “no acknowledgment” keyword is NOACK. The presence of the keyword
means that no acknowledgment reply is generated if no errors or warnings are
detected while processing the message contents. The NOACK keyword must be
the last field on this line when present. An example packet header with the “no
acknowledgment” keyword is:

FD SWA0206122217.01 NOACK

An example packet header with a return address and the “no acknowledgment”
keyword is:

FD SWA0206122217.01 ABCDEFG NOACK

2. Messages within a packet body are terminated by either a carriage return/line
feed combination (hex: 0DOA) or a single line feed (hex: 0A).

Continuation messages must be resolved within a single message packet body.
That is, the last message in a message packet cannot contain a line continuation
character.

CTOP Message Formats

e The XML formats for the individual CTOP messages are provided in
Appendix D, Section 5.3. In order to avoid needless duplication, each data
element in a CTOP message is defined in Appendix D, Section 6.

3.2.1.3.2.1 Aggregate Demand List

The ADL is the primary product that drives FSM and is used by many AOCNET
Participants. It is an ASCII file consisting of two distinct parts, the header and the
data update sections. It is comprised of data extracted from the TFMS databases,
which are maintained with a combination of:

o Official Airline Guide (OAG) data
¢ Airline-provided flight data messages (FC, FX, FM, EIl, and OOOI data)

¢ NAS messages generated from the ATC system (FZ, DZ, RZ, AZ, AF, UZ,
and TZ data messages)

e Issued ground delays (EDCTs — CTs for individual delays, FA for blanket
delays)

e GDP-specific data entered by traffic management specialists using
AOCNET.

o Refer to Appendix B, ADL & FSM Broadcast File Format Specifications for
a detailed description of the ADL file format.

3.2.1.3.2.2 FSM Broadcast Request
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A client application, typically FSM, requests that an FSM Broadcast message be sent
from the TFMS. The format of the request is completely contained within a CDM
Protocol message and no explicit application message is sent by the client. Refer to
the M_AUTO_MONITOR_REQ protocol message (located in Appendix C) for
details.

3.2.1.3.2.3 FSM Broadcast Reply
The FSM Broadcast Reply Message is sent by the TFMS as a reply to a FSM
Broadcast Request Message from a client application (typically FSM). The format
of the message is identical to the format of the FSM Broadcast Message. Refer to
the M_AUTO_MONITOR_REPLY protocol message (located in Appendix C) and
section 3.2.1.3.2.4 (FSM Broadcast Message) for details.

3.2.1.3.2.4 FSM Broadcast Message

TFMS sends an FSM Broadcast Message (separate from ADLS) to notify
applications, primarily FSM, of two sets of dynamic data:

e The current traffic management initiatives that are proposed, in place, or have
been purged on this day,

e The current FEAs and FCAs that are available for monitoring with FSM.

Refer to Appendix B ADL & FSM Broadcast File Format Specifications for a
detailed description of the FSM Broadcast Message format.

3.2.1.3.2.5 Meteorological Aviation Reports (METAR)

Each METAR text message file contains a single surface weather observation,
detailing surface wind, visibility, weather, clouds (or vertical visibility into a surface-
based obscuration), and temperatures, as well as other data.

METAR files are received in standard ASCII, and are human readable upon receipt.
The METAR code is contained in the FCM-H1-2005, Federal Meteorological
Handbook: Surface Observations and Reports, September 1, 2005. Figure 3-2 below
presents an example of the METAR Code Breakout. Refer to the TFMS-to-WSI
Interface Control Document for the details of the METAR message entries.
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METAR Code Breakout

Example METAR
SAUSE1 KWBC 031700
METAR KACY 0316552 AUTO 27012G26KT 1 1/25M -RA BR OVC012 15/12 A2995 (REMARKS)
. METAR Observation Breakout
METAR WMO Bulleting Header _
s SAUSE! - Indicatas Surface METAR METAR - Indicates Surface Observation
Observation in the CONUS, region KACY CCCC - ICAQ Station ldentifier
61 0316552 DDhhmmZ - Date/Time of Observation
+  KWRBC - identification of tha AUTO AUTO - Indicates Automated Station (Optional)
fr:;'cbﬂrﬁs;trgg center that generated 27012G26KT | dddssGggKT - Wind Speed/Direction/Gusts
uietin 11/25M {(V_JVVSM - Visibility in Statute Miles
+ 031700 - day, hour, and minute the -RA BR iid d pp{oo){xx) - Current Coded Weather
bulletin was prepared or the "
raparting time of the contained ovcoiz N,N_N_H_H_H tt- Cloud and Obscuration Forecast
reports in it 1512 TT/IDD - Temperature and Dewpoint
Mote - A more detailed breakout of A2995 Apppp - Altimeter Setting
the METAR code is contained in the (REMARKS) | Remarks
accompanying text,

Figure 3-2. METAR Code Breakout

3.2.1.3.2.6 Terminal Aerodrome Forecasts (TAF)

Each TAF text message file contains a single terminal forecast, detailing surface
wind, visibility, weather, and clouds (or vertical visibility into a surface-based
obscuration), and temperatures, as well as other data. In addition, the TAF code
presents any expected significant change(s) to one or more of these elements during
the specified time period, ordinarily 30 hours.

Under some circumstances, a TAF may be issued for a shorter valid period. For
example, if essential observational data elements are not available at the time of
scheduled forecast preparation, a forecast issuance may be delayed resulting in a
valid period of less than 30 hours or an amendment may be issued to reflect a change
in weather trend, covering the period from the amendment time to the original end
time of the forecast.

TAFs are received in standard ASCII, and are human readable upon receipt. The
TAF code is contained in the Weather Service Operations Manual (WSOM),
Chapter D-31, Aviation Terminal Forecasts, June 6, 1997. Figure 3-3 shows an
example TAF Code Breakout. Refer to the TFMS-to-WSI Interface Control
Document for the details of the TAF message entries.
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TAF Code Breakout

Example Forecast

FTUS19 KWBC 031145
TAF
KACY 031136Z 0312/0418 27012G25KT 1/25M RA BR OVC015 620155 540009 T03/14Z QNH2995INS WS015/24035KT
TEMPO 0314/0316 25018G35KT 1/45M +RA BR OVC006
BECMG 1316/1318 31012KT PEM NSW SCT025 540009 QNH3000INS
FM 132100 VRBOSKT PBSM SKC QMH3006INS;
TAF WMO Bulleting Header
+  FTUS19 - Indicates +  KWEC - identification of the * 031145 - day, hour, and minute the
Terminal Area Forecast in processing center that bulletin was prepared or the
the CONUS, region 19 generated the bulletin reporting time of the contained
reports in it.

Forecast Initial Line Breakout Additional Line Items
TAF TAF - IndicatesForacast Bulletin TEMPO 0314/0316 | TTTTT DDG, G,/
KACY CCCC - ICAQ Station Identifier gﬁﬁﬁ 331&” n7 ?_rbgzﬁg {or} .
031136Z YYGGggZ - Date/Time of TAF Issuance UTC cmn[::%gﬂgl;p cst
0312/0418 Y,Y,G,G,iY,Y,G,G, - Valid DateiTime of TAF UTC VVVV - Visibllity
2T 2G25KT dddffGf, f, KT - Wind Speed/Direction/Gusts =6 EM
1/25M VVVV - Visibility in Statute Miles NEW m‘“‘:\: - No Sig

eather

RA BR W= G nt Weather Condition Fi t

w urrent Weather Condition c!recas por T
oveos N,M,N_H_H_H, - Cloud and Obscuration Forecast VRBOSKT Variable Direction
620155 6, HHHL, - lcing Forecast N.N.NHHH, -
540009 51H,H,H,t_- Turbulence Forecast SKC Sty Condition
T0314Z TT.TJG.G.Z - Temperature Forecast

- - Note - A more detailled breakout of the

QNH2995INS QNHP,P,P,P IN5 - Lowest Altimeter Setting foracast code is contained In the
WS01524035KT w5hMHwﬁH“ﬁ.|'d'ddﬂKT = Non-Convective LLWS accompanying temt,

Figure 3-3. TAF Code Breakout

3.2.1.3.2.7 Flight Data Messages

This section describes the message formats that participating NAS users can
exchange with TFMS as part of the Collaborative Decision Making (CDM) data
exchange. The goal of this data exchange is to improve the data that the FAA uses to
detect and manage traffic management problems by sending automated updates from
the NAS user’s database system to the TFMS. In exchange for this data feed, NAS
users are given access to aggregate demand data and other FAA-provided data that
enhances the NAS user’s ability to run its operation.

The messages described in this section are:

e Flight Create (FC) — Used by a NAS user to create a new flight
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¢ Flight Modify (FM) — Used by a NAS user to modify an existing flight (can
also be used in a simplified substitution packet for modifying flight-slot
assignments during a delay program.)

o Flight Cancel (FX) — Used by a NAS user to cancel an existing flight (can
also be used in a simplified substitution packet for modifying flight-slot
assignments during a delay program.)

e Early Intent (EI) - The EI message is also used by NAS Users to provide
TFMS with an early intent flight plan for a flight. The EI message is
transmitted to the TFMS via an Early Intent (El) packet.

General Rules for FC, FM, and FX Flight Message Processing

Message Formatting:

The following general rules apply to all message types.

1.

Every flight message contains the following five fields for the purpose of flight
identification. These five fields must appear in order at the beginning of each
message, separated by spaces. (Refer to Table 3-11 for details)

Message Type

Call Sign

Departure Airport

Arrival Airport

. UTC Departure Date/Time

Message fields are separated by one or more spaces, as necessary.

® o0 o

3. Any flight data fields in addition to the five mandatory fields are explicitly

6.

identified by field reference number. The field reference number precedes the
field value and is separated from the value by a space. For example, a Gate
Departure Time would appear as: T1 101227.

Optional fields not being included in a particular message are omitted. There is
no format for a blank field.

. A message may be continued on additional lines if too long to enter on one line.

A line continuation is indicated by a dash character (hexadecimal 2D). The line
continuation character appears as a separate field and must be the last field on a
line (separated from the preceding field by a space and followed by a new line

sequence). A line continuation character is not allowed in the middle of a field.

Maximum message length for an individual flight message is 1024 characters.

Flight Data Fields
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The Flight Data messages are composed from a set of pre-defined data fields. Certain
fields are required on all message types; these are generally provided in a fixed
format. Other fields are optional, and are provided in a variable format, with each
field being identified by a reference number. Existing NAS field formats and
definitions are used wherever possible.

The possible fields that can be used in an FC, FM, or FX flight data message are
defined in Table 3-11 below. Individual messages are composed of combinations of
these fields. A field reference number is defined for each flight data field. The field
definitions are divided into two lists: those currently implemented and those planned
for future use. Each field is described by its reference number, name, the syntax, a
text explanation of the field, and one or more examples.

Other conventions of the following messages and their definitions should be noted
(also refer to common conventions, presented in Section 3.2.1.3.2):

e All dates and times are in UTC.

e Fields identified by integers correspond to NAS fields and their syntax
matches (or is a subset of) that specified in NAS-MD-311 Appendix E.

e The fields designated by reference numbers of the form A1, A2, ... and T1,
T2, ... are new CDM fields not defined in NAS.

Table 3-1I. Flight Data Message Fields

Field

Designation Unit/Format Description Bytes

Field 02

Flight Identification La[a][a][a][a] | The flight call sign, also 2-7

[a] commonly referred to as Flight
ID or ACID. Only the aircraft
identification portion of the
NAS syntax is accepted (i.e., the
computer I1Ds are not used here).
Flight IDs must match the NAS
flight plan exactly. IDs
consisting of a three-letter code
and a flight number should use
leading zeros on the flight
number only if they will be filed
that way on the flight plan (ex -
if the flight plan will show
ABCO001, the CDM message
should not show ABC1)

Field 03

Aircraft Type [d][L)/La[a][a]/ | Aircraft equipment 2-9
[L] specification. The optional
prefix number is the number of
aircraft. The optional prefix
letter specifies whether flight is:

3-19



TFMS-to-AOCNET Interface Control Document

November 2012

CSC/TFMM-11/1298
Interface Characteristics

Field

Designation

Unit/Format

Description

Bytes

e T/-TCAS equipped

e H/-Heavy

e B/-Both

Required middle portion is FAA
published aircraft type code. The
optional suffix is equipment
type:

e /A - DME altitude enc

e /B - DME no altitude enc

Field 26

Departure Airport

(NAS — Departure
Point)

aaa[a]

The ICAO identifier for the
airport of origin for this
particular flight leg.

Note - TFMS also accepts
published FAA 3-letter
designator for CONUS airports.

Field 27

Arrival Airport
(NAS — Destination)

aaala]

ICAO identifier for the
destination airport for this
particular flight leg. TFMS also
accepts published FAA 3-letter
designator for CONUS airports.

Field Al

Original Departure
Date/Time

dddddddd

Time the flight leg was
originally scheduled to depart
the gate. Format is MMddhhmm
(zero padded as necessary). This
field is used as part of the
unique identification of a flight
leg. Note - This time field
should never change under
normal circumstances.

Field A2

Assigned Arrival Slot

[L]LLLdddddd
L

Unique identifier of the arrival
slot designated flight is currently
assigned to. This entry is only
applicable if a delay program is
in place. Format is:

e Aurrival Airport - First three
or four letters

e Date/Time — In format
DDhhmm (zero padded as
necessary)

e Unique Identifier - final
letter is used by TFMS/FSM
to assure that each slot has a
unigue name.

10-11

Field A6

Slot Hold Flag

Flag indicates whether the
airline would like to hold the
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Field

Designation

Unit/Format

Description

Bytes

slot for a cancelled flight during
the next FAA compression. Note
— this only applies for a flight
that is controlled as part of a
ground delay program (GDP),
Airspace Flow Programs (AFP),
Ground Stops (GS) or Unified
Delay Programs (UDP). Only
sent on an FX or FM message.

Field A7

Remark

DVRSN

This entry requests priority
handling for the flight and posts
the flight on the diversion
recovery web page. Currently,
the only entry is DVRSN (static
entry) Note — this may be
expanded in the future.

Field A8

Original Flight
Identification

La[a][a][a][a]
[a][a]

Original Flight 1D for planned
flight supplanted by diversion
recovery. This field only on an
FC message, and means that this
is a diversion recovery flight
with respect to any ground delay
programs (GDPs), Airspace
Flow Programs (AFP), Ground
Stops (GS) or Unified Delay
Programs (UDP). It must be
accompanied by field A9. Note -
Formatting follows all the rules
for field 02.

2-8

Field A9

Original UTC
Departure Date/Time

dddddddd

Date and time the originally
planned flight was scheduled to
depart the gate. This field is only
on an FC message and means
this is a diversion recovery flight
with respect to any ground delay
programs (GDPs) ), Airspace
Flow Programs (AFP), Ground
Stops (GS) or Unified Delay
Programs (UDP). It must be
accompanied by field A8.
Formatting follows all the rules
for field Al.

Field T1

Predicted Runway
Departure Time

dddddd

Date and time the flight departs
the runway. Format is DDhhmm
(zero padded as required).

Field T2

Predicted Runway
Arrival Time

ddddad

Date and time the flight will
touch down on the arrival
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Field

Designation

Unit/Format

Description

Bytes

runway. Format is DDhhmm
(zero padded as required).

Field T3

Predicted Gate
Departure Time

dddddd

Date and time the flight will
push back from the departure
gate. Format is DDhhmm (zero
padded as required).

Field T4

Predicted Gate
Arrival Time

ddddadd

Date and time the flight will pull
in at the arrival gate. Format is
DDhhmm (zero padded as
required).

Field TS

Controlled Departure
Time

ddddad

Date and time the flight will
have to leave the departure
runway to make its controlled
arrival time (EDCT). This is
valid only if a delay program is
in effect. Format is DDhhmm
(zero padded as required).

Field T6

Controlled Arrival
Time

ddddadd

Date and time the flight must
arrive to meet the goals of an
FAA delay program (CTA).
This is valid only if a delay
program is in effect. Format is
DDhhmm (zero padded as
required).

Field T7

Earliest Runway
Departure Time

ddddadd

Date and time of the earliest
runway departure time a user is
willing to accept for a flight.
This is only used if a delay
program is in effect. Format is
DDhhmm (zero padded as
required).

Field T8

Earliest Runway
Arrival Time

dddddd

Date and time of the earliest
runway arrival time a user is
willing to accept for a flight.
This is only used if a delay
program is in effect. Format is
DDhhmm (zero padded as
required).

Field T11

Actual Runway Time
of Departure

dddddd

Date and time flight actually
lifted off the departure runway
(Off Time). Format is DDhhmm
(zero padded as required).

Field T12

Actual Runway Time
of Arrival

ddddadd

Date and time flight actually
touched down on the arrival
runway (On Time). Format is
DDhhmm (zero padded as
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Field Designation Unit/Format Description Bytes
required).
Field T13 Actual Gate Time of dddddd Date and time flight actually 6
Departure pushed back from the departure
gate (Out Time). Format is
DDhhmm (zero padded as
required).
Field T14 Actual Gate Time of ddddadd Date and time flight actually 6
Arrival stopped at the arrival gate (In
Time). Format is DDhhmm (zero
padded as required).
3.2.1.3.2.7.1 Flight Create (FC) Message

An individual flight is added to the TFMS database using a Flight Create (FC)
message containing the fields specified in Table 3-111. Refer to Table 3-11 above for
details of message fields.

Table 3-11l. Flight Create (FC) Message

Field

Designation

| Required/Optional

Fixed Fields - The fixed fields must appear as the first five fields of the message in the order listed

below. No field types appear for these fields in the message.

Field 01 Message type (FC) Required
Field 02 Call Sign Required
Field 26 Departure Airport Required
Field 27 Avrrival Airport Required
Field Al UTC Departure Date/Time Required

Variable Fields - The variable fields may appear in any order aft
T1, A9, etc.) will precede each value. By convention, these fields

er the fixed fields. The field type (i.e.,
usually appear in the order presented

below.

Field 03 Aircraft Type Required

Field A6 Slot Hold Flag Optional

Field A7 Remark Optional

Field A8 Original Flight Identification Optional

Field A9 Original UTC Departure Date/Time Optional

Field T1 Runway Departure Time Optional, but desired. Required if T2
is present

Field T2 Runway Arrival Time Optional, but desired. Required if T1
is present.

Field T3 Gate Departure Time Required

Field T4 Gate Arrival Time Required
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Field Designation Required/Optional
Field T7 Earliest Runway Departure Time Optional
Field T8 Earliest Runway Arrival Time Optional

Sample Flight Create (FC) Messages

FC TWA804 ORD JFK 02211450 03 T/B727 T1 210918 T2 211109 T3
210900 T4 211117 T7 210918 T8 211115

FC AAL2824 LGA DFW 02061225 03 B757 T3 061500 T4 061824

In addition, there are other notes that provide guidance on FC messages:

e The FC message is used to reinstate a flight that has previously been
cancelled.

e TFMS will reject an FC if a previous FC or FM has already been processed
for the same flight with the flight not cancelled.

e TFMS uses information from the FC message to overwrite OAG schedule
information in the TFMS database, provided it is the first message received
from the NAS user for the flight.

e TFMS does not use information from the FC to overwrite NAS flight plan
data. Data not specified on the NAS flight plan (i.e., NAS user predicted
departure and arrival times, earliest arrival and departure times) are saved,
even if the flight already exists. A warning is then sent to the NAS user that
the flight already exists in the database.

e An FC message is allowed only in an FD packet. It is not allowed in an SS
packet. (See SS packet data below)

o [f the flight being created is a recovery of a diverted flight, fields A8 and A9
should be used to identify the original diverted flight (for which this flight is
the recovery).

3.2.1.3.2.7.2 Flight Modify (FM) Message

A Flight Modify (FM) message may be used to modify any field associated with a
flight. An FM message uses the fields specified in Table 3-1V. Refer to Table 3-I1
above for details of message fields.

Table 3-1V. Flight Modify (FM) Message

Field Designation Required/Optional
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Field

Designation Required/Optional

Fixed Fields - The fixed fields must appear in the order listed below, as the first five fields of the
message. No field types should appear for these fields.

T2)

Field 01 Message type (FM) Required
Field 02 Call Sign Required
Field 26 Departure Airport Required
Field 27 Avrrival Airport Required
Field Al UTC Departure Date/Time Required
Variable Fields - Any fields except the following may appear in the variable section:

e Field 01

e Field A2

e Field T5

o FieldT6

e Field A8

e Field A9

Any other element may appear in any order (subject to pairing rules as previously stated i.e., T1 and

Sample Flight Modify (FM) Messages

FM AAL2824 LGA DFW 06141200 T3 141241 T1 141257 T2 141611 T4 141625

FM UAL123 ORD BOS 02211725 02 UAL123A 03 B757

In addition, there are other notes that provide guidance on FM messages:

Any field may be modified except for Field 01 — Message Type.

If fields 02, 26, 27, or Al are modified, the new value is used in the fixed
portion of any subsequent message for that flight.

The predicted time fields must always be paired with a time for the
corresponding event. For example, a predicted gate pushback time (T3) must
be accompanied by a gate arrival time (T4). When updating the prediction of
an arrival event (T2 or T4), the paired time can be either a predicted time
(T4, T3) or an actual time (T11, T13). The following time field pairings are
allowed when updating an predicted event time:

T3-T4
T13- T4

T1-T2
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3.2.1.3.2.7.3

T11-T2
Actual time fields (T11 — T14) may be sent either as a pair or by themselves.

Fields T5, T6, and A2 are only allowed within an SS packet. These three
fields must always appear together. Any FM in an SS packet must have these
three fields. (See SS Packet data below)

Any number of fields in one message may be modified, up to the maximum
message length.

When modifying field 03 (Aircraft Type), the entire previous specification is
replaced with the new value.

TFMS processes an FM for a flight that is not already in the TFMS database
only if the message includes the following required fields from an FC: 02,
26, 27, Al, 03, T3, T4. TFMS then creates a new entry for this flight.

TFMS does not use information from the FM to overwrite NAS flight plan
data. Data that is not specified on the NAS flight plan (user predicted
departure and arrival times, earliest arrival and departure times) is updated
even if the flight already exists. A warning is sent to the NAS user that the
flight already exists in the database. It is then the user’s responsibility to see
that any changes are filed with NAS, once the flight plan is filed.

Flight Cancel (FX) Message

An individual flight in the TFMS database is cancelled by using a Flight Cancel
(FX) message. An FX message uses the fields specified in Table 3-V, in the
indicated order. Refer to Table 3-11 above for details of message fields.

Table 3-V. Flight Cancel (FX) Message

Field

‘ Designation Required/Optional

Fixed Fields - The fixed fields must appear in the order listed below, as the first five fields of the
message. No field types should appear for these fields.

Field 01 Message type (FX) Required
Field 02 Call Sign Required
Field 26 Departure Airport Required
Field 27 Avrrival Airport Required
Field Al UTC Departure Date/Time Required

Variable Fields - Only one variable field is allowed on an FX message.

Field A6

Slot Hold Flag | Optional

Sample Flight Cancel (FX) Messages
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FX AAL2824 LGA DFW 06141735

FX COA 1630 ORF EWR 01112350 A6 H

In addition, there are other notes that provide guidance on FX messages:

o The FX message is allowed in either an FD or SS packet. (See SS packet
information below).

3.2.1.3.2.7.4 Flight Data Message Responses

Multiple flight messages may be buffered into a single message packet for
transmission to TFMS. Conventional Flight Data update messages are sent in a
Flight Data (FD) packet. The TFMS may send a response to each received FD packet
as described below.

a. Flight Data Message Good Response

TFMS positively acknowledges each successful FD packet only if the NOACK
keyword is not present on the packet header line. TFMS always sends a packet
acknowledgment when an error or warning is detected while processing the packet.

The acknowledgment message returns the unique packet identifier, the number of
messages:

e Processed correctly

e With errors

e With warnings.
These three numbers add up to the total number of messages received in the FD
packet. The acknowledgment message is formatted as shown in the following

example, if there are no errors received in the FD packet (Refer to Table 3-VI below
for complete details):

Sample Flight Data Good Response

FD SWA0206122217.01 PROCESSED. 21 OK, 0 ERRORS, 0 WARNINGS

Table 3-VI. Flight Data Good Response

Field Designation Unit/Format Description Bytes

Type Message Type FD Message Type - Static entry FD 2

Space Space [1 One space separating the Type 1
from the Sender ID
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Field Designation Unit/Format Description Bytes
Sender Sender ID code aaa 3-character code of the data 3

sender (An airline with an FAA-
assigned 3-letter code will use
that code in the packet header;
e.g., AAL, FDX. A data
provider that is sending data for
N-number flights will use the 3-
letter code assigned by FAA
especially for this purpose.)

DTG Date /Time Group dddddddddd | Date and time of transmission in 10
the format: MMDDhhmmss
Period Separator period . One period, separating the DTG 1

from the Unique ID.

Unique Unique identifier dd 2 digits for uniqueness (in case 2
multiple messages are generated
in the same second)

Space Space [1 One space separating the Unique 1
code from the Processed entry
Processed Processed PROCESSED | Static Entry - PROCESSED
Space Spacing characters il Spacing characters period
followed by a blank space
OK Successful Messages dd[d] OK, Successful Message count in 7-8

two or three digits, followed by
a space, then the letters OK and
acomma

Errors Error Message Count 0 ERRORS, Number of errors detected in the 10
message packet as 0

Warnings Warning Message 0 WARNINGS | Number of warnings detected in 10
Count the message packet as 0
b. Flight Data Message Error Response

If TFMS encounters errors or warnings in processing Flight Data Messages, it will
do the following:

e Error— If TFMS encounters an ERROR in processing an FD packet, a packet
is returned to the NAS user, including the message(s) that caused the errors,
and explanatory text describing the error. TFMS generates an error whenever
a flight message is not processed. Each message/error text pair is separated
by an extra linefeed for readability.
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Warning - If TFMS generates any WARNINGs while processing an FD
packet, a packet is returned including the message(s) that caused the
warnings, and explanatory text describing the warning, in the same manner
as with error packets. TFMS generates warning messages only in cases where
the flight message is processed but some condition is detected that the NAS

users should know about.

Each message/error text pair is separated by an extra linefeed for readability. The

message is formatted as in the following example:

Sample Flight Data Error and Warning Responses

FD SWA0206122217.01 PROCESSED. 19 OK, 2 ERRORS, 0 WARNINGS

FC AAL2824 LGA DFW 02061225 03 B757 T3 061500 T4 061824
ERROO1: FLIGHT ALREADY CREATED. USE FM

FC AAL2825 LGA ORD 02061225 03 B759 T3 061500 T4 061824
ERR324: UNKNOWN AIRCRAFT TYPE

FD SWA0206122217.01 PROCESSED. 20 OK, 0 ERRORS, 1 WARNINGS
FC AAL2824 LGA DFW 02061225 03 B757 T3 061500 T4 061824
WARNOQO1l: FLIGHT NOT FOUND. CREATED FLIGHT.

Refer to Appendix A, which presents the complete list of error and warning
messages. Table 3-VI1I below presents a breakout of the Flight Data Error and
Warning Response.

Table 3-VII. Flight Data Error And Warning Response

Field

Designation Unit/Format Description Bytes

Type

Message Type FD Message Type - Static entry FD

Space

Space [1 One space separating the Type
from the Sender ID

Sender

Sender ID code aaa 3-character code of the data
sender (An airline with an FAA-
assigned 3-letter code will use
that code in the packet header;
e.g., AAL, FDX. A data
provider that is sending data for
N-number flights will use the 3-
letter code assigned by FAA
especially for this purpose.)

DTG

Date /Time Group dddddddddd | Date and time of transmission in
the format: MMDDhhmmss

10

Period

Separator period . One period, separating the DTG
from the Unique ID.

Unique

Unique identifier dd 2 digits for uniqueness (in case
multiple messages are generated
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Field

Designation

Unit/Format

Description

Bytes

in the same second)

Space

Space

[]

One space separating the Unique
code from the Processed entry

Processed

Processed

PROCESSED

Static Entry

Space

Spacing characters

1

Spacing characters period
followed by a blank space

OK

Successful Messages

dd[d] OK,

Successful Message count in
two or three digits, followed by
a space, then the letters OK and
acomma

7-8

Errors

Error Message Count

d[d] ERRORS

Number of errors detected in the
message packet in one or two
digits

10-11

Warnings

Warning Message
Count

d[d]
WARNINGS

Number of warnings detected in
the message packet in one or
two digits

10-11

SOURCE ERROR LINE (*)

Type

Message Type

FL

One of the following:
e FC
° FX
e FM
In which the error was detected

ACID

Flight Identification

La[a][a][a][a]
[a]

Flight call sign (Flight ID) as it
appears in the OAG and/or
subsequently will be filed on the
NAS flight plan.

2-7

Dept Apt

Departure Airport

aaala]

Origin Airport ICAO identifier
for this flight leg. TFMS also

accepts published FAA 3-letter
designator for CONUS airports.

Arr Apt

Arrival Airport

aaala]

Destination Airport ICAO
identifier for this flight leg.
TFMS also accepts published
FAA 3-letter designator for
CONUS airports.

Dept DTG

Departure Date/Time

dddddddd

Date and time the flight leg was
originally scheduled to depart
the gate. Format is DDhhmmss
(zero padded as required).

Field

Field Number

Standard Field number 03

Acft Type

Aircraft Type

[dI[L)/Lafa][a)/
(L]

Aircraft equipment
specification. The optional
prefix number is the number of
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Field

Designation

Unit/Format

Description

Bytes

aircraft. The optional prefix
letter specifies whether flight is:
e T/-TCAS equipped

e H/-Heavy

e B/-Both

Required middle portion is FAA
published aircraft type code. The
optional suffix is equipment
type:

e /A - DME altitude enc

e /B - DME no altitude enc

Field

Optional Fields

**%

Optional Fields. See Table 3-11
for full entry descriptions.

*%x

ERROR CODE

/ TEXT (EITHER ERROR OR WARNING)

Err Code

Error Code

ERRddd:

Error Code and Detailed
message. See Appendix A for
the full listing.

22-
87***

Warn Code

Warning Code

WARNddd:

Warning Code and Detailed
message. See Appendix A for
the full listing.

24-
55***

error occurred in

***Note — There may be multiple Field and Err Code entries.

*Note — Optional. Not present if no errors. If there are errors, Source Error Line is followed by 1 or
more Error Code/text. Repeated for every FD message containing 1 or more errors
**Note — A number of fields may be entered for these fields, depending on the type of message the

3.2.1.3.2.8 Early Intent (EI) Message

Early Intent messages provide a way for airlines to submit preliminary flight

planning data directly to TFMS, prior to the time when a Flight Plan is formally filed
with the NAS Host. Early Intent messages can be submitted anytime up to 24 hours
prior to a flight’s departure, and for traffic planning purposes will be handled by
TFMS in much the same way that a filed Flight Plan is handled. However, the Early
Intent message differs from the standard Flight Plan in two main ways:

Early Intent message are processed only by TFMS. The Enroute computer at
the ARTCC will never see them.

Flight Plan data filed with the Host and forwarded by the Enroute computer
to TFMS will always take precedence over Early Intent data.

Early Intent messages can be submitted over the ARINC MQ or over AOCNET. To
simplify coding requirements for the airlines, Early Intent messages are sent as El

packets and with the packet body having the same format as Flight Plan (FP)

messages submitted by airlines to the Enroute computer.
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El messages (i.e., EI packets) are formatted according to one of the following two
options.

e Option 1 (preferred): The body of the message is an EI packet header
followed by the EI packet body, which is a single FP message. The format
for the entire EI packet is as follows:

Sample Early Intent (EI) Message — Option 1
(Line Numbers for Reference Only)

(1) EI RYN0506060017.01
(2) FP RYN218 B727 0471 DAY P1215 290 DAY..PSB.J49.ALB..PSM/0129

Line 1 — The EI packet header. This is described later in this section.

Line 2 — Contains the El packet body (i.e., a single FP mess